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La Pubblica amministrazione italiana sta vivendo una fase in cui & chiamata a co-
gliere tutte le opportunita che le tecnologie digitali possono abilitare, per migliorare
i processi interni ed i rapporti con cittadini e imprese.

Gia con la legge di bilancio 2020 e il D.L. n. 162/2019 sono state previste diverse mi-
sure volte a promuovere e valorizzare l'informatizzazione della Pubblica ammini-
strazione. Lopera di diffusione dell’amministrazione digitale & proseguita con il D.L.
n. 76/2020 recante misure urgenti per la semplificazione e 'innovazione digitale. La
digitalizzazione delle Pubbliche amministrazioni ha un ruolo centrale nel Piano na-
zionale di ripresa e resilienza ed & una delle componenti della Missione n. 1 del Piano
denominata Digitalizzazione, innovazione, competitivita, cultura e turismo. Si tratta
di nuove tappe di un percorso che vuole favorire lo sviluppo di una societa digitale,
in cui i servizi della Pubblica amministrazione mettono al centro i cittadini e le im-
prese, costituendo un fattore di sviluppo per tutto il Paese.

Lattuale processo di modernizzazione e di riorganizzazione della Pubblica ammini-
strazione prevede e incentiva il ricorso all'outsourcing, I'esternalizzazione di servizi
o di specifiche funzioni, al fine di ottimizzare l'uso di risorse umane ed economiche
a disposizione, nonché di velocizzare i tempi d’erogazione dei servizi e delle informa-
zioni al cittadino. Tali obiettivi richiedono che vi sia un bilanciamento tra i costi so-
stenuti per realizzare i servizi e la qualita degli stessi: &€ necessario che 'amministra-
zione cliente abbia al suo interno competenze e strumenti per la gestione dei
contratti tali da interloquire con efficacia coi fornitori, precisare i requisiti e verifi-
carne il rispetto, monitorare gli SLA (Service Level Agreement, accordi sul livello del
servizio), minimi definiti a livello contrattuale o migliorativi proposti in sede di of-
ferta.

Riveste quindi un'importanza vitale la figura del funzionario informatico operante
nella Pubblica amministrazione, cui ¢ affidato il compito, e su cui grava la responsa-
bilita (condivisa con gli altri ruoli istituzionali preposti), di fornire un apporto su
tutti questi fronti, in virtlt di capacita e competenze che spaziano dalle pitt ampie
nozioni sulle principali tecnologie informatiche alla gestione di strumenti e risorse,
alla pianificazione e gestione dei progetti e capacita relazionali e di lavoro in team.

Adeguati criteri di selezione in fase di concorso pubblico possono valutare le compe-
tenze e l'esperienza pregressa, ma non possono garantire che le nuove risorse acqui-
site siano gia pronte per gestire la situazione in maniera ottimale in un contesto
nuovo. Anche il personale gia in servizio da anni deve far fronte ai cambiamenti che
caratterizzano le tecnologie ICT e nel contempo portare avanti l'attivita ordinaria e
straordinaria, da cui dipendono livelli di servizio importanti per i riflessi sul valore
erogato e percepito dal cittadino. Per questi motivi, nelle diverse Pubbliche ammini-
strazioni, da una parte sta assumendo sempre maggiore importanza l'attivita di for-
mazione del personale interno e dall’altra ¢ stata riconosciuta I'importanza di conso-
lidare con personale nuovo, adeguatamente selezionato, la struttura di un reparto,
come quello ICT, di importanza cruciale per questo tipo di organizzazioni.
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VIl Premessa

Con questo manuale si vuole perseguire un duplice obiettivo, destinandolo sia a chi
intende prepararsi ad un concorso pubblico per i profili dell’Area informatica negli
enti locali, nelle amministrazioni centrali e negli altri enti pubblici, sia a chi ne fac-
cia gia parte: i contenuti, frutto di esperienze e di un lavoro di raccolta di elementi e
suggerimenti, presentano in un’unica fonte alcuni temi fondamentali che possono
aiutare ad interpretare al meglio questo ruolo.

Il manuale & strutturato in diverse sezioni.

I primi due capitoli trattano pit1 genericamente del funzionario pubblico, focalizzan-
do l'attenzione sulle caratteristiche dell’attivita che questi svolge nell'ambito di una
Pubblica amministrazione. In questa sezione ¢ trattata in maniera ampia la questio-
ne delle responsabilita sotto i vari profili (penale, civile, amministrativo, disciplinare
e gestionale).

Viene poi messo a fuoco (capitolo 3) il ruolo specifico del funzionario informatico,
per quanto riguarda le responsabilita strettamente connesse alle attivita che gli com-
petono.

Per introdurre le sezioni relative alle competenze informatiche, viene effettuata (ca-
pitolo 4) una panoramica sull'informatizzazione nella Pubblica amministrazione,
fornendo elementi essenziali legati alla normativa ed alle linee strategiche delineate
dal Piano triennale.

Seguono capitoli pitu strettamente legati alle competenze tecniche e informatiche,
che comprendono le nozioni di base (capitolo 5) e quelle pitt avanzate (capitolo 6),
oltre alle competenze legate alle metodologie lavorative ed organizzative (capitolo
7).

Le ultime sezioni fanno riferimento all’attivita concreta del funzionario informatico
e sono basate su esperienze pratiche, approfondendo i servizi contrattuali e le metri-
che utilizzate per misurarne la qualita e stimarne i costi (capitolo 8), le attivita con-
nesse al ciclo di sviluppo del software (capitolo 9) ed una serie di best practices ine-
renti situazioni reali, con suggerimenti ed approfondimenti per interpretare al
meglio questo ruolo (capitolo 10). Quest'ultimo capitolo, oltre a chi gia opera nella
Pubblica amministrazione, sara di particolare utilita ai concorsisti, per acquisire
maggiore dimestichezza con quelle skills che, sempre pitl spesso, nei concorsi pub-
blici sono valutate all'interno di specifici Assessment e di prove selettive basate sulla
soluzione di casi concreti.

Ci auguriamo che questo lavoro possa risultare utile e saremo lieti di poterci giovare
di qualsiasi osservazione che possa migliorarlo, cosi che possa andare ad aggiunger-
si alla “cassetta degli attrezzi” del funzionario informatico che lavora nella Pubblica
amministrazione oppure agli aspiranti tali.
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Ulteriori materiali didattici sono disponibili nell’area riservata a cui si acce-
de mediante la registrazione al sito edises.it secondo la procedura indicata
nelle prime pagine del volume.

Eventuali errata-corrige saranno pubblicati sul sito edises.it secondo la pro-
cedura indicata nel frontespizio.

Altri aggiornamenti sulle procedure concorsuali saranno disponibili sui no-
stri profili social.

blog.edises.it

facebook.com/infoConcorsi
infoconcorsi.edises.it
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| Abbreviazioni

Tipo di atto normativo

Abbreviazioni, acronimi,
sigle impiegate

Articolo di codici, leggi, decreti, ecc. art., artt.
Circolare Circ.
Codice civile c.c.
Codice penale c.p.
Costituzione della Repubblica italiana Cost.
Decreto del Presidente del consiglio dei ministri | D.P.C.M.
Decreto del Presidente della Repubblica D.P.R.
Decreto legge D.L.
Decreto legislativo D.Lgs.
Decreto ministeriale D.M.
Direttiva UE dirUE
Legge statale L.

Regio decreto R.D.
Regolamento UE reg.UE
Sentenza sent.

Sentenza della Corte costituzionale

Corte cost., sent.

Sentenza della Suprema Corte di cassazione

Cass. sez. ..., sent.

Testo unico

T.U.

L
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Professioni & Concorsi

Manuali ed Eserciziari per la preparazione ai concorsi pubblici
e per l'aggiornamento professionale.

Manuale di teoria con test di verifica online per la preparazione ai concorsi per funzionario
informatico negli enti locali, nelle amministrazioni centrali e negli altri enti pubblici.

Dopo una prima parte dedicata al ruolo del funzionario nella Pubblica Amministrazione, alle
sue responsabilita e ai suoi doveri (anche alla luce del nuovo CCNL Funzioni Centrali), il testo
analizza le norme che regolano la transizione digitale della P.A. (amministrazione digitale,
e-government e dematerializzazione, con particolare riferimento al decreto legislativo 7
marzo 2005, n.82; protezione dei dati personali).

Sono poi affrontate tutte le conoscenze specialistiche proprie dell'Area Funzionari e dell’Area
delle Elevate professionalita per I'ambito informatico:

» reti di telecomunicazione, con particolare riferimento alle reti basate su TCP/IP;

« reti di calcolatori: architetture, protocolli, tecnologie;

+ sicurezza informatica: metodologie, strategie e tecnologie per la mitigazione del rischio;
sistemi di elaborazione dati, con particolare riferimento al cloud computing e alle connesse
tematiche di sicurezza;

« piattaforme, infrastrutture, linee guida e indirizzi per la transizione digitale della pubblica
amministrazione;

+ organizzazione e gestione della fase di erogazione dei servizi informatici;

- metodologie di gestione dei progettiin ambito ICT;

+ il ciclo di vita del software - metodologie e metriche;

« progettazione del software, con particolare riferimento alle metodologie DevOps e Agile;

+ basi di dati, data governance e data science;

+ progettazione di sistemi distribuiti, blockchain e sistemi web:

» servizi contrattuali (Servizio di Sviluppo e Manutenzione Evolutiva; Servizio di Manutenzione
Adeguativa e migliorativa; Servizio di Manutenzione Correttiva);

+ Project management, Service Level Management, Capacity Management, Risk

Management.
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